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DIGITAL SERVICES: QUALITY

Aims: 

(1) To promote the industrial 

applications of new, more 

efficient software testing methods 

developed by us 

(2) To develop an educational service



PRELIMINARIES

We have developed a new method called General Predicate 

Testing (GPT) for testing SW requirements

• We have shown that with our method, predicate errors 

made during development can be detected with 100% 

regardless of the programming language and constructs

• We have shown that the size of the test set is highly 

dependent on the appropriate functional and data 

decomposition

We have also developed a new method for testing the 

requirements that can be modelled with state machines 

(Action-State Testing)

• We have shown that the method has a more efficient error 

detection capability than before (e.g. use case testing, 

state-transition testing)



RESULTS

• A service that tells us how effectively a tester can 

design tests has not been available in the world so 

far

• We have prepared an educational material aimed at 

introducing the methods internationally and promoting 

their industrial applications

• The new methods were programmed, the adequacy of 

the tests could be measured with the help of reality-

closed mutations, and the tests were automated. This 

way, the exercises can also tell what tests are missing

• We wrote blogs about the effectiveness of the methods. 

So far, 9 blog posts have been made

Remark: Negotiations are underway to test the methods at 
the industrial level (Bosch, GraphiSoft).



GENERAL PREDICATE TESTING UI - SAMPLE



ACTION STATE TESTING UI - SAMPLE



EXISTING EXERCISES



SAMPLE EXERCISE



TECHNICAL DEPT REPRODUCIBILITY

Question: How reproducible the measurement results in the scientific publications?

Objective: The goal was to investigate the scientific publications presented at the premier

Technical Debt conferences by understanding how reproducible the reported findings are

Method: We conducted a systematic literature review of 135 unique papers published at the 

“International Workshop on Managing Technical Debt” and the “International Conference on 

Managing Technical Debt” scientific conference series on Technical Debt

Results: Only 44 of the investigated papers presented numerical evidence, and only 5 papers 

listed the tools, the availability of the tools, and the version of the tools used. For the rest of the 

papers additional information would have been needed for the potential reproducibility.

One of the published papers even referred to a pornographic site as a source of a toolset for 

empirical research [2]



DIGITAL SERVICES: CYBERSECURITY

Lattice-based cryptography

• Aims: Lattice-based cryptography is a promising post-quantum cryptography 

family, both in terms of foundational properties as well as in its application to 

both traditional and emerging security problems such as encryption, digital 

signature, key exchange, and homomorphic encryption.

• Result: A toolset for supporting the research of lattice based number 

expansions [3]
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FURTHER RESULTS

• We investigated the question of how the structural imprints of number system 

constructions can be calculated algorithmically (in the most common base) in the ring 

of real quadratic fields (as a lattice) with canonical digits. 

• The complexity of the general case is not known, we suspect it is a “difficult problem” 

(which is why we are investigating it). 

• The results so far show that in our case we can give a significantly more efficient 

method than the previously known (general) algorithms. We are still working on 

calculating the exact runtime of the algorithm. So far, there are 18 pages in the 

LaTeX template for the relevant publication. Readiness: 80%



CYBERSECURITY – PROTH PRIMES



PAPER ON PROTH NUMBERS AND PRIMES

Research at present: all the above results can be generalized to the primes. (Proth

means p = 2) 



DISSEMINATION

Conference participation, conference 

organization:

• HUSTEF 2021 International Conference Lecture: 

The New Efficient Test Design Technique, co-

author: István Forgács

Academic collaborations:

• Charles University, Prague, Czech Republic

Industrial collaborations:

• Ericsson Magyarország Kft.

• Robert Bosch Kft.

• GraphiSoft Kft.

• Eötvös Loránd University Competence Center

PhD students involved in the research:

• Borsos, Bertalan

• Farkas, Ingrid Izabella

• Hudoba, Péter

Supervised diploma theses: 

• Mohammed Jamal: Cutting-Edge technologies 

of E2E Test Automation applied on scalable 

Cloud-Based Services and DevOps at IBM

• Ayshan Yariyeva: Dealing with the new concept 

of use case testing

• Bitar Naief: Combinatorial techniques in 

software testing

• Ádám Garai: Presentation of cyber security 

tasks
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